!!! Уважаемые граждане, не переходите по ссылкам, направляемым вам в мессенджерах, даже если они поступают от знакомых людей, не сообщайте цифровые КОДы из смс!
  
  Накануне в дежурную часть полиции Серова обратился мужчина 1985 года рождения, работник одного из серовских заводов, который сообщил, что накануне в мессенджере поступил файл «Видео с места ДТП.арк» и оценочным текстом: «Жесть!», которые, явно, подвигали получателя к действиям непременно посмотреть, что кроется под данным файлом. Мужчина, вместо того, чтобы проигнорировать сообщение или позвонить отправителю, заинтересовался и прошёл по ссылке, надеясь увидеть кадры дорожно-транспортного происшествия. Но файл не открывался. Только тогда он позвонил абоненту, от которого получил сообщение, и узнал, что у того произошёл взлом учетной записи. После к нему начали поступать предложения от микрофинансовых организаций о возможности оформления займов, от которых серовчанин отказался. Но спустя две недели, последовали звонки об имеющейся у него задолженности в трёх микрофинансовых организациях. После проверки информации в Бюро кредитных историй оказалось, что на имя серовчанина действительно оформлены микрозаймы на 11.000, 15.000 и 14.700 рублей. С заявлением мужчина незамедлительно обратился в полицию Серова. 
Во втором случае женщина- пенсионер 1952 года рождения, перешла по ссылке, но вовремя остановилась в порывах выстроить дальнейший диалог с незнакомцами. 
Местная жительница обратилась в дежурную часть полиции 11 февраля 2026 года, сообщила, что с некоего аккаунта ей пришло сообщение с предложением принять участие в голосовании. Женщина, не задумываясь, прошла по ссылке, после чего ее попросили сообщить пришедший на сотовый телефон цифровой КОД, что она и сделала. В ответ серовчанка получила «Спасибо» и череду бранных слов. Тем не менее, она продолжила откликаться на поступающие сообщения, приходящие на ее сотовый телефон - в частности, о получении неизвестным лицом информации о месте ее проживания, номере СНИЛС, ИНН, паспортных данных, электронной трудовой книжки и так далее. Вместо того, чтобы самостоятельно обратиться в МФЦ или на «горячую линию» портала, серовчанка позвонила по указанным в сообщении телефонам (прочитав фразу «если вы не совершали вход в систему, позвоните …»). С женщиной начал общение якобы специалист «Центра информационных технологий», который сказал, что серовчанка далее будет работать со следующим специалистом. Только на этом этапе она решила прервать разговор. Неизвестно, что бы могло произойти, если бы женщина продолжила общение. 
Уважаемые граждане, МО МВД России «Серовский» в очередной раз обращается ко всем с просьбой - не переходите по ссылкам, направляемым в ваш адрес в мессенджерах, так как к ним может быть прикреплена вредоносная программа, способная внести изменения в ваше устройство, открыть доступ к вашим банковским счетам, не передавайте никому цифровые коды. ЗАПОМНИТЕ «золотое» правило безопасности сегодняшнего дня – исключите общение с неизвестными людьми - особенно по телефону и в переписке, кем бы они себя не называли. 
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