**Уважаемые граждане, будьте осторожны. Факты совершения мошенничества продолжают регистрироваться**

Накануне в полицию Серова с заявлением обратилась женщина-пенсионер 1957 года рождения, которая сообщила, что неизвестные обманным путём похитили у неё 80.000 руб.

В ходе выяснения обстоятельств случившегося следователи полиции установили, что 20 июня 2025 года женщине позвонил неизвестный, сообщил, что в доме будет производиться установка нового домофона и ей необходимо назвать цифровые коды, которые поступят в смс - сообщении на ее сотовый телефон. Что серовчанка и сделала, вопреки тому, что в смс указано – НИКОМУ НЕ СООБЩАЙТЕ КОД! Далее с ней общались, якобы представители Роскомнадзора, ФСБ, Росфинмониторинга. Каждый по-своему запугивал серовчанку, сообщая ей разные небылицы и подвигая к переводу денежных средств. Например, незнакомцы убедили женщину в том, что поскольку она сообщила мошенникам цифровые коды из смс- сообщений, за ней будет установлено наблюдение и проверки по месту жительства. А если в доме обнаружатся денежные средства (более 100.000 рублей) и атрибутика недружественных стран, то ей грозит уголовная ответственность. Настоятельно потребовали имеющиеся накопления перевести на «государственные карты»(!). Женщина поверила сказанному и выполнила все, о чем ей говорили по телефону. На последнем этапе в онлайн -режиме под диктовку псевдоспециалистов перевела 80.000 рублей со своего накопительного счета на продиктованный. Только после совершенного поняла, что общалась с мошенниками. Обратилась с заявлением в ОВД Серова.

В настоящее время сотрудниками полиции проводятся дальнейшие проверочные и оперативно-розыскные мероприятия по установлению лиц, причастных к хищению денежных средств серовчанки.

МО МВД России «Серовский» в очередной раз убедительно просит граждан:

- не сообщать личную информацию, цифровые коды, приходящие в смс- сообщениях на ваш сотовый телефон;

- не передавать сведения о наличии и месте нахождения денежных вкладов;

- не совершать манипуляции под диктовку неизвестных лиц в вашем сотовом телефоне.

ЗНАЙТЕ, что всё это провокации мошенников с единственной целью похитить ваши денежные средства. Будьте бдительны!