**В рамках повсеместно проводимых мероприятий «Осторожно! Мошенник!» сотрудники полиции встретились с работниками здравоохранения**

Несмотря на постоянно проводимую информационную работу, поквартирные, подомовые обходы, распространение предупредительной информации в СМИ, сети- интернет, граждане продолжают попадать на уловки мошенников. В 2024 году жители Серовского, Сосьвинского и Гаринского муниципальных округов, выполняя указания неизвестных, перевели на продиктованные ими счета более 88 миллионов рублей, в 2023 году – около 80 миллионов.

Сотрудники полиции продолжают проводить профилактические мероприятия – обходы жилого сектора, встречи.

Накануне руководители и сотрудники МО МВД России «Серовский» – начальник уголовного розыска майор полиции Александр Журавлев, юрисконсульт правовой группы майор внутренней службы Светлана Владимирова, участковый уполномоченный капитан полиции Надежда Куренева - провели содержательные встречи- диалоги на трех площадках Противотуберкулезного диспансера № 2, расположенных на улицах Урицкого, Западной, на проспекте Серова.

Выступающие озвучили статистику зарегистрированных фактов обмана граждан, рассказали работникам здравоохранения о наиболее распространенных схемах, обратились ко всем с просьбой быть бдительными, так как на сегодняшний день у каждого в пользовании имеется (имеются) электронное (-ые) платежные средства, отметили, что схемы дистанционного мошенничества хищнические, поскольку обмануть аферист сегодняшнего дня может любого, даже того, у которого вовсе нет денежных средств, имеются ссуды, кредиты, иные долговые обязательства.

- Основной схемой на сегодня выступает следующая – население пытается быстро и легко заработать, вкладывая (инвестируя) деньги, откликается на интернет- предложения, а также отвечает на незнакомые телефонные звонки. В надежде, что незнакомец реально поможет ему без особых усилий обогатиться, гражданин следует указаниям. Переходит по ссылкам, которые получает от ЛЖЕспециалиста, устанавливает приложения, в том числе для видео-звонков, затем переводит деньги (свои, занятые у знакомых, родственников, коллег по работе, но чаще всего оформленные в кредит) на продиктованные незнакомцем счета. В последующем оказывается, что вывести деньги не может. «Биржевые специалисты», наживаются и в этом случае – говорят, что для выведения денег необходимо оплатить налоги, страховые части, исправленные программные ошибки, оплатить услуги юристов и так далее. Получив деньги от обманутого человека, в последующем блокируют программы и исчезают из зоны действия сети. Граждане же остаются с многотысячными, а то и многомиллионными ущербами, кредитами, которые вынуждены возвращать в банк, - отметили выступающие в ходе встреч. Настоятельно рекомендовали ни в коем случае не откликаться на предложения неизвестных быстро и легко заработать, подчеркнув, что деятельность, связанная с инвестированием, - рискованная, требует специальных знаний, опыта и возможностей.

- Еще одна проблема сегодняшнего дня – граждане, несмотря на все предупреждения, продолжают сообщать незнакомцам цифровые коды из смс- сообщений (это доступ к порталу «Госуслуги», то есть к личной информации человека). Злоумышленники при этом называют себя специалистами разных ведомств и организаций - например, Социального (Пенсионного) фонда, убеждают, что человеку неправильно начисляется сумма пенсии. Они могут назвать себя работниками поликлиник и записывать граждан на вымышленные электронные очереди - или представителями фонда страхования, уверяют, что человек должен получить обновленный полис, но для этого нужен код. Выступают в роли операторов сотовой компании и сообщают, что у гражданина закончился договор оказания услуг мобильной связи и его необходимо продлить – но сделать это возможно только дистанционно, назвав коды из смс- сообщений и так далее. Во всех этих случаях информацию необходимо обязательно проверять. Нужно просто отключиться от звонка (на последующие звонки с неизвестных номеров не отвечать) и обратиться в организацию, о которой говорил незнакомец.

Полицейские также поведали собравшимся о том, что схемы обмана на сегодня стали комбинированными.

- Злоумышленник, получив от граждан коды, зачастую развивает мошенническую схему дальше. Сообщает человеку, что поскольку тот назвал цифровые комбинации, что делать было категорически нельзя, НЕКТО оформляет на его имя кредиты. Далее просит действительно оформить кредит (порой не один), обратившись в банк, либо сделать это в онлайн- режиме, чтобы, якобы, предотвратить несанкционированные операции. Граждане безоговорочно верят позвонившему и действительно оформляют кредиты. Не редкий случай, когда потерпевшие слышат угрозы в свой адрес, предупреждения, чтобы о разговоре они никому не рассказывали. Вместо того, чтобы отключиться от звонка и немедленно обратиться в полицию, люди продолжают выполнять пошагово инструкции мошенников. Сейчас появилась хорошая возможность минимизировать риск потерять деньги – граждане могут оформить добровольный самозапрет на оформление кредита (-тов). Сделать это возможно через офисы МФЦ либо самостоятельно в онлайн – режиме через портал «Госуслуги». Рекомендуем гражданам позаботиться и установить такой запрет, особенно родственникам старшего поколения.

Правоохранители остановились также на схемах обмана при совершении сделок купли-продажи товаров через интернет. Порекомендовали приобретать их только в известных интернет- магазинах, ни в коем случае не переходить по ссылкам, которые направляет неизвестное лицо, поскольку они уводят человека на мошеннические страницы. После заполнения открывшихся электронных форм с карты владельца списываются денежные средства. Рекомендовали исключить факты предоплаты и полной оплаты за товар до момента его осмотра и оценки качества. При заказе доставки товара через почту посоветовали оформлять ее «наложенным платежом» с дополнительной услугой – «опись вложения», отметив, что в этом случае перед оплатой оператор почты позволит ознакомиться с содержимым посылки, после этого гражданин может внести оплату либо отказаться от товара.

В завершение выступающие попросили граждан не пользоваться найденными банковскими картами, поскольку проведение каких- либо операций по карте без согласия на то ее владельца может обернуться уголовной ответственностью и лишением свободы сроком до 6 лет. Настоятельно рекомендовали провести беседы со своими детьми, чтобы они не откликались на интернет- предложения в социальных сетях о быстром и легком заработке, подрабатывая курьерами, приходящими к пожилому населению за деньгами.

- Такая деятельность может оказаться соучастием в совершении преступлений, в том числе в мошеннических схемах. Санкция статьи предусматривает до 10 лет лишения свободы. А может быть связана с вовлечением в террористическую или наркодеятельность по распространению наркотиков. Еще один совет – не позволяйте детям пользоваться вашими сотовыми телефонами. Отмечены случаи, когда дети, познакомившись с неизвестными лицами в интернет- играх, откликались на их предложения выполнить ряд манипуляций в телефонах родителей, чтобы заработать виртуальные игровые деньги. Открывали под диктовку «друга из игры» приложение онлайн- банка на телефонах родителей и переводили деньги на неизвестные счета, не подозревая, что лишают семью всех накоплений. Также важно провести беседы о бережном отношении и безопасном обращении с паспортом и банковской картой. Доведите до детей мысль о том, что ни при каких обстоятельствах они не должны называть неизвестным лицам реквизиты своей карты, отправлять копию паспорта. Это может обернуться вовлечением их в преступную деятельность, - подытожили встречу правоохранители, ответили на многочисленные вопросы собравшихся, вручили тематические памятки- рекомендации с правилами «Как не стать жертвой мошенника», а также плакат с призывом – «Клади трубку без разговоров, не дай себя обмануть!» - для размещения в стенах организаций.

**МО МВД России «Серовский»**